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Working Group of the FSCC

CYBER SECURITY
AND ARTIFICIAL INTELLIGENCE

With the constantly advancing technologies of today, new threats are also emerging.
We therefore recognize the growing relevance of cybersecurity and its necessity for          
the safe operation of companies. New regulations are being introduced, which need to be
understood and correctly applied.

MOTIVATION

MISSION
Our goal is to create a space for our members where they can share their experiences           
and best practices, gain information about current trends and risks in the field of cyber
security and artificial intelligence and where they can consult specific questions with experts.
Given the evolving legislation in this area, we want to defend the interests of companies     
and formulate joint positions that we can then submit to the relevant authorities.

We invite to the working group your experts in information technology and security,
executives and managers with CISO competence, internal lawyers or other personnel with
responsibility related to cyber security and artificial intelligence.

TOPICS
Legislative adjustments in the field of cyber security and artificial intelligence
Current cybersecurity directives and their application
Practical questions on the implementation of regulatory requirements
Cyber threat risks and solutions
Other topics, according to interest and suggestions of the group members


